Privacy Policy for Rigged Defense

This privacy policy describes how SingerSilent collects, uses, and protects the information that is collected through the mobile application Rigged Defense.

Information Collection The application uses an advertising service called AdMob, provided by Google, which may collect certain information about users. This may include device identifiers, information about the location of the mobile device, and app usage data. AdMob uses this information to personalize the ads that are displayed in the app and to improve the effectiveness of the ads.

The application does not collect or store additional information about users beyond what is collected through AdMob.

Use of Information: The information collected through AdMob is used exclusively to personalize the ads that are displayed in the app and to improve the effectiveness of the ads.

Disclosure of Information: We do not share personal information about users with third parties, except as required by law or in response to a court order or other government agency.

Information Security: We take the security of user information very seriously. We take reasonable measures to protect the information collected through AdMob and to prevent unauthorized access or misuse of this information.

Changes to this Privacy Policy: We may update this privacy policy from time to time. If we do, we will post the updated privacy policy on this page. It is the user's responsibility to regularly review this privacy policy to stay informed of changes.

Personal or Sensitive User Data: SingerSilent does not collect personal or sensitive user information through Rigged Defense or any third-party tool beyond what is collected by AdMob (as previously explained). Users will not be asked for financial information, use of camera or microphone, contacts, SMS and/or call access, among others.

Deceptive Conduct: SingerSilent does not engage in any deceptive behavior through Rigged Defense or other third-party means, such as applications designed to not work, changes to user device settings, facilitating fraudulent behavior, and/or manipulated multimedia elements.

Google Play Target API Level Policy: Rigged Defense uses API Level 31, which is the minimum set by Google for the proper functioning of the application and its security features. SingerSilent is committed to updating this minimum if necessary according to Google's regulations in Rigged Defense.

Exact Alarm: SingerSilent or Rigged Defense do not use any alarm or timer functions, as well as the use of the calendar for displaying events or similar.

VPN: SingerSilent does not require and/or use VPN for the download and/or use of the Rigged Defense application.

Use of Health Connect by Android: SingerSilent does not collect data for Health Connect through Rigged Defense.

Contact If you have any questions or concerns about this privacy policy, you can contact us at [SilentStudioCorp@hotmail.com](mailto:SilentStudioCorp@hotmail.com).